
 

 

 

 

 

 

 

 

 

 

 

 

 

 

Ben jij nog wel veilig online?  
 

 

 

 

 

Cybersecurity is het beschermen van je computers, netwerken of andere 

digitale apparaten tegen ongewenste acties, zoals bijv. malware of phihsing. 

 

Feitje, phishing aanvallen zijn meest voorkomende vorm van cybercriminaliteit, 

het is een vorm van cyberaanval waarbij de aanvaller zich voordoet als een 

betrouwbare bron, zoals een bank, een e-commercewebsite of een bekend 

bedrijf, om gevoelige informatie van de gebruiker te stelen, zoals 

wachtwoorden, creditcardgegevens en andere persoonlijke gegevens. 



 

Wat moet ik 
doen?

Gebruik sterke wachtwoorden
Zoals een wachtwoord met meer dan 8 letters en een teken. Gebruik een 

wachtwoord niet voor te veel verchillende accounts.

Blijf Up-to-date
Zorg dat je apparaten op de (beveiliging) nieuwste update draaien.

Klik niet op alles!
Open geen verdachte emails en druk niet gelijk op links die je niet 

vertrouwd.

Maak back-ups!
Maak om de tijd een backup om je gegevens veilig te kunnen terug zetten 

als er iets gebeurt.

Gebruik tweestapsverificatie
Zet tweestapsverificatie aan voor extra veiligheid. dit zorgt er voor dat 

hackers minder makkelijk in je account komen. dit zorgt er namelijk voor dat 
je een extra stap moet uitvoeren bij het inloggen.

Gebruik een antivirus software!
Zorg dat er altijd een antivirus programma op je apperaat draait zodat er 
geen gevaarlijke bestanden en programmas op je apperaat downloaden. 

(malware)

Deel niet alles!
Geef niet zomaar je persoonlijke gegevens (adres of bankgegevens) aan 

onbekende websites of bedrijven. Controleer eerst of de website wel veilig 
is. 
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